






















About CyberPeace Foundation (CPF) 
CyberPeace Foundation (CPF) is an award-winning non-partisan civil society organization, think tank of cybersecurity 
and policy experts with the vision of pioneering Cyber Peace Initiatives to build collective resilience against 
cybercrimes and global threats of cyber warfare. CPF is involved in Policy Advocacy, Research and Training related to 
all aspects of Cyber Peace and Cyber Security.  
   
Key areas of CyberPeace Foundation work are Technology governance, policy review and advocacy, capacity and 
capability creation and building through partnerships with various government organizations, academic institutions 
and civil society entities. 
  
CyberPeace Foundation’s work towards Internet Governance and Cyber Security and is aligned towards UN’s 5 
Sustainable Development Goals [SDGs]: 

 Achieve gender equality and empower all women and girl 
 Develop industry, innovation, and infrastructure 
 Make cities inclusive, safe, resilient and sustainable. 
 Bring Peace, Justice and Strong Institutions. 
 Revitalize the global partnership for sustainable development. 

 
OUR PRIMARY INITIATIVES  
  
1. CyberPeace Corps - CyberPeace Corps is envisioned to be a coalition of citizens, volunteers, experts and 
volunteers that become experts who come together as working groups for the cause of cyber peace across the 
world. The world needs it today for the internet to be peaceful, trustworthy and safe enough for its 
users.Unfortunately, various shortcomings in technology, law, awareness and international cooperation have been 
widening the gap altogether and there is no answer to the growing cyber threats to nations today. Collective 
resilience and action are somethings that are needed to originate from our communities in order to sustainably 
evolve and transition into netizens (NCC, NDRF, OLX, UNV etc). 
 
www.cyberpeacecorps.in 
 
2. e-Raksha competition - An initiative by CyberPeace Foundation in collaboration with NCERT, Ministry of Human 
Resource and Development, Government of India. 
http://bweducation.businessworld.in/article/CyberPeace-Foundation-And-NCPCR-NCERT-eRaksha-Competition-
2020-Aim-To-Educate-Youth-On-Cyber-Awareness-As-Internet-Usage-Surges-During-Pandemic/09-07-2020-295800/ 
https://www.republicworld.com/india-news/education/cbse-invites-students-to-participate-in-e-raksha-
competition-2020.html 
  
3. Global CyberPeace Challenge in Collaboration with Ministry of Electronics and Information Technology (MeitY), 
Government of India.  
 
https://www.newindianexpress.com/nation/2017/oct/07/government-to-hold-global-challenge-to-build-cyber-
taskforce-for-india-1668336.html 
 
 
4. CCTNS Hackathon and Cyber Challenge in collaboration with NCRB, Ministry of Home Affairs, Government of India 
https://www.aninews.in/news/business/launch-of-cctns-hackathon-and-cyber-challenge20200210162617/ 
https://yourstory.com/2020/02/robust-solutions-cybercrime-cctns-hackathon 
  
5. Cyberpeace Awareness Months - In collaboration with the state Police Departments namely Telangana, Andhra 
Pradesh, Assam, Mizoram, Delhi, Punjab police (3 months) and Agra and Rajasthan Police currently ensuring netizens 
stay CyberAware and CyberSafe. 
  
6. Digital Shakti Project - Currently in Phase 3, this project aims at empowering women and children to stay safe, 
stay aware in the online world, in collaboration with the National Commission of Women (NCW) and Facebook 
across India 

http://www.cyberpeacecorps.in/
http://bweducation.businessworld.in/article/CyberPeace-Foundation-And-NCPCR-NCERT-eRaksha-Competition-2020-Aim-To-Educate-Youth-On-Cyber-Awareness-As-Internet-Usage-Surges-During-Pandemic/09-07-2020-295800/
http://bweducation.businessworld.in/article/CyberPeace-Foundation-And-NCPCR-NCERT-eRaksha-Competition-2020-Aim-To-Educate-Youth-On-Cyber-Awareness-As-Internet-Usage-Surges-During-Pandemic/09-07-2020-295800/
https://www.republicworld.com/india-news/education/cbse-invites-students-to-participate-in-e-raksha-competition-2020.html
https://www.republicworld.com/india-news/education/cbse-invites-students-to-participate-in-e-raksha-competition-2020.html
https://www.newindianexpress.com/nation/2017/oct/07/government-to-hold-global-challenge-to-build-cyber-taskforce-for-india-1668336.html
https://www.newindianexpress.com/nation/2017/oct/07/government-to-hold-global-challenge-to-build-cyber-taskforce-for-india-1668336.html
https://www.aninews.in/news/business/launch-of-cctns-hackathon-and-cyber-challenge20200210162617/
https://yourstory.com/2020/02/robust-solutions-cybercrime-cctns-hackathon


  
7. eRaksha Trainings and Certifications with Google India and Data Security Council of India for the Law Enforcement 
Agencies. 
 
8. CyberPeace-CBSE Cybersecurity Handbook 
 
https://timesofindia.indiatimes.com/home/education/news/all-you-need-to-know-about-cbses-cybersecurity-
handbook-for-students/articleshow/76069611.cms 
  
9. CyberPeace COE - Community-Driven Collaborative Framework for Research and Development for Academia and 
Allied Institutions. Our Vision is to create a bed/cluster of research in academic and allied institutions consisting of 
participation from academia, industry, government and civil society organizations to nurture and support ideas and 
solutions and develop innovations in cyberspace through research. The aim is to address and solve the challenges 
and problems in cyberspace, thereby making cyberspace stable and safe for everyone. 
  
10. CyberPeace Research - Several primary research projects on child sexual abuse material on WhatsApp, 
Telegram, Bigo Live etc.  
  
https://tech.economictimes.indiatimes.com/news/mobile/whatsapp-still-being-used-for-child-abuse-
videos/69016185 
  
https://economictimes.indiatimes.com/tech/internet/bigo-live-a-chinese-app-captures-indian-imagination-with-
lascivious-content/articleshow/68623592.cms?from=mdr 
  
https://www.thenewsminute.com/article/whatsapp-telegram-may-have-child-abuse-videos-too-cyber-security-
specialist-101442 
  
 11. COVID19 Quick Reaction Team | COVID19 Research  
  

· Detection of Fraudulent UPI Handles 
· Unsafe Website with Domain Name formulated with COVID-19/Corona Keyword 
· Detecting Cyber Attack Patterns using Honeypots 
· Detection of Fraudulent Mobile Application 

  
https://www.thenewsminute.com/article/fake-upi-accounts-created-defraud-those-contributing-pm-relief-fund-
121607  
  
https://www.telegraphindia.com/states/jharkhand/beware-of-the-coronavirus-trap/cid/1760920 
  
 12. The Cyber Diplomat initiative | Cyber Diplomacy - The Cyber Diplomat is an initiative to present good quality 
research and analysis on Cyber issues around the globe. The vision for this initiative is "Diplomacy for CyberPeace". 
In a world where cyberwar is common, we wish to make cyber peace through cyber diplomacy. CyberPeace 
Foundation in collaboration with the Ostrom Workshop had designed CyberPeace alliances for information sharing 
and a move towards safer cyberspace.  
  
https://ostromworkshop.indiana.edu/research/internet-cybersecurity/index.html 
 https://medium.com/@cyber peace alliance 
 
13. Sri Sri School of CyberPeace -  

https://timesofindia.indiatimes.com/home/education/news/sri-sri-university-opens-school-of-cyber-peace-
research-centres/articleshow/81193096.cms 

https://orissadiary.com/sri-sri-ravi-shankar-launched-sri-sri-school-of-cyber-peace-along-with-4-other-research-
centers-in-ssu/ 

 

https://timesofindia.indiatimes.com/home/education/news/all-you-need-to-know-about-cbses-cybersecurity-handbook-for-students/articleshow/76069611.cms
https://timesofindia.indiatimes.com/home/education/news/all-you-need-to-know-about-cbses-cybersecurity-handbook-for-students/articleshow/76069611.cms
https://tech.economictimes.indiatimes.com/news/mobile/whatsapp-still-being-used-for-child-abuse-videos/69016185
https://tech.economictimes.indiatimes.com/news/mobile/whatsapp-still-being-used-for-child-abuse-videos/69016185
https://economictimes.indiatimes.com/tech/internet/bigo-live-a-chinese-app-captures-indian-imagination-with-lascivious-content/articleshow/68623592.cms?from=mdr
https://economictimes.indiatimes.com/tech/internet/bigo-live-a-chinese-app-captures-indian-imagination-with-lascivious-content/articleshow/68623592.cms?from=mdr
https://www.thenewsminute.com/article/whatsapp-telegram-may-have-child-abuse-videos-too-cyber-security-specialist-101442
https://www.thenewsminute.com/article/whatsapp-telegram-may-have-child-abuse-videos-too-cyber-security-specialist-101442
https://www.thenewsminute.com/article/fake-upi-accounts-created-defraud-those-contributing-pm-relief-fund-121607
https://www.thenewsminute.com/article/fake-upi-accounts-created-defraud-those-contributing-pm-relief-fund-121607
https://www.telegraphindia.com/states/jharkhand/beware-of-the-coronavirus-trap/cid/1760920
https://www.cyberpeacealliance.net/
https://ostromworkshop.indiana.edu/research/internet-cybersecurity/index.html
https://medium.com/@cyberpeacealliance
https://timesofindia.indiatimes.com/home/education/news/sri-sri-university-opens-school-of-cyber-peace-research-centres/articleshow/81193096.cms
https://timesofindia.indiatimes.com/home/education/news/sri-sri-university-opens-school-of-cyber-peace-research-centres/articleshow/81193096.cms
https://orissadiary.com/sri-sri-ravi-shankar-launched-sri-sri-school-of-cyber-peace-along-with-4-other-research-centers-in-ssu/
https://orissadiary.com/sri-sri-ravi-shankar-launched-sri-sri-school-of-cyber-peace-along-with-4-other-research-centers-in-ssu/


 

What Is Project eSaksham? 

 

It is a digital training programme focusing on developing skills in the cybersecurity domain, 

exclusively for college students and teachers. The Ministry of Education, All India Council for 

Technical Education (AICTE) CyberPeace Foundation (CPF) have jointly launched Project 

eSaksham. 

 

Who can attend these sessions? 

The sessions are open for working or non-working individuals, educators and students from any 

course/ semester/ year. 

 

 

The eSaksham training will be conducted at four levels. 

 

Level 1 will be a two-hour online workshop on the basic concepts of navigating cyberspace, 

including cybersecurity, netiquette, and introduction to new technologies. A total of five lakh 

participants will be trained in level 1. 

 

Level 2 of the training will be a four-day workshop for 25,000 participants, who will be 

shortlisted through an assessment test at the end of level 1. The participants will also be 

enrolled in the CyberPeace Corps volunteer programme and will work on live independent 

projects, focusing on the interest areas of the participants. 

 

Level 3, a total of 5000 participants will be shortlisted from level 2, who will undergo week-long 

training sessions customized on latest technologies as per the industry requirements. This level 

of training will include IoT security, cloud security, blockchain, and infrastructure security. 

 

The final level, level 4 will be for 500 CyberPeace Fellows, who will be shortlisted from level 3 

through a series of assessments. Intensive training for 30 days will be conducted in 

collaboration with the government, academia, and the industry partners. They will also be 

connected to mentors and will have access to laboratories and cyber ranges, to further develop 

their skills. On successful completion of the training, shall make the participants eligible for a 

course completion certificate by AICTE and CyberPeace Foundation and industry ready. 

 

 

Some of the Commons FAQ's 

 

Is there any registration? 

Anyone can use the link given in the calendar at https://esaksham.cyberpeace.org/  to register 

themself for the training session planned for the date that suits you. As soon as you register, the 

link for the Zoom webinar along with the password will be sent to your registered email address. 

The course content of each day will be same. So, one session is sufficient to attend for level 1 

training. 

https://esaksham.cyberpeace.org/


 

 

Can I share the registration link with my friends? 

 

Yes. You can also share the calendar at https://esaksham.cyberpeace.org/. 

 

What will we learn about? 

In the Level 1 training workshops we will cover the basics of cybersecurity and online safety, 

including topics like: 

● Data Privacy and Digital Footprint 

● CyberEthics and Responsible Behaviour 

● Digital Wellbeing 

● Cybercrime and Reporting 

 

Are the workshops paid? 

The Level 1 & level 2 training sessions  are conducted absolutely free of charge. You can join 

any session as per your convenience after registering.The Presentation in level 1 is the same all 

the days till we cover 5 lakh. Information about level 3 & level 4 will be shared later. 

 

Will we get certificates? 

After every Level 1 training session, an online assessment test will be taken. Additionally, a 

questionnaire will also be shared. After successful completion of the test and the survey form, 

the participation eCertificate will be issued to all the participants within 30 working days to their 

registered mail ids. 

 

When will I get the results for the Level 1 assessment? 

We will intimate you through your registered email once we cover 5 lakh participants in level 1. 

 

 

Can we volunteer even if we don’t move to level 2? 

Yes. You can enroll as a volunteer with us by visiting our website 

https://www.cyberpeace.org/join-us/ 

 

Will all Level 1 training sessions presentations be the same? 

Yes. The course content of each day will be same. So, one session is sufficient to attend for 

level 1 training. In all the level 1 training workshops we will cover the basics of cybersecurity and 

online safety, including topics like: 

● Data Privacy and Digital Footprint 

● CyberEthics and Responsible Behaviour 

● Digital Wellbeing 

● Cybercrime and Reporting 

 

From where one can get more information about eSaksham project? 

You can access all the details at https://esaksham.cyberpeace.org/. 

https://esaksham.cyberpeace.org/
https://www.cyberpeace.org/join-us/
https://esaksham.cyberpeace.org/

